
Retina Software for Network Vulnerability Assessment: 
 
eEye is the manufacturer of a vulnerability assessment tool for security scanning of the corporate 
network. Retina Network Security Scanner, recognized as the #1 rated network vulnerability 
assessment scanner by Network World magazine, sets the standard in terms of speed, accuracy, 
non-intrusiveness and advanced vulnerability detection capabilities. 
 
Retina can scan every machine on your network - including a variety of operating system 
platforms (e.g. Windows, Unix, Linux), networked devices (e.g. firewalls, routers, etc.), databases 
and third-party or custom applications - in record time. After scanning, Retina delivers a 
comprehensive report that details all vulnerabilities and appropriate corrective actions and fixes.  
Retina's asset discovery feature allows security administrators to identify and prioritize network 
devices, providing a clear picture of the enterprise infrastructure --including servers, databases, 
switches, routers and wireless access points.  
 
Retina leverages the expertise of eEye Digital Security's Research Team, incorporating the most 
comprehensive and up-to-date vulnerabilities database and scanning technology which can be 
automatically downloaded at the beginning of each Retina session. This allows customers the 
ability to proactively secure their networks against vulnerabilities.  
 
In addition to scanning against the most complete database of known vulnerabilities, customers 
can write their own customized audits. These audits can be used to enforce internal security 
policies to verify such items as anti-virus deployments, approved machine configurations and 
application version control.  
 
Retina, when combined with REM, eEye's centralized management console, delivers a 
comprehensive Enterprise Vulnerability Assessment and Remediation solution. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
EVA for the Enterprise Vulnerability Assessment for Network Vulnerability Assessment: 
 
eEye's Enterprise Vulnerability Assessment and Remediation (EVA) solution combines 
process and technology into a single, effective system. EVA provides security professionals the 
ability to create and enforce security policies, schedule and perform vulnerability audits, 
remediate issues, verify corrective actions, and report on the entire network threat management 
process. This enterprise security process provides a complete and efficient way of bringing 
security and IT administrators together under the same workflow umbrella. 
 
 

 
 
By integrating Retina®, the industry's leading scanning engine, with eEye's process-driven events 
management components, REM™, the EVA solution provides an intuitive management console 
for centralized discovery and assessment, extensive reporting, and remediation of issues 
including assignment of tasks and verification of completion. This seamless integration of eEye's 
products delivers a complete solution for enterprise security administrators who need to efficiently 
manage the entire vulnerability assessment and remediation process. 


